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Bryan
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Tom

Bryan: http://s3685860.s3-website-ap-southeast-2.amazonaws.com

Reinhart: <http://s3554517.s3-website-ap-southeast-2.amazonaws.com/> basically incomplete

Joseph: <https://s3-ap-southeast-2.amazonaws.com/s3715210website/AssignmentIndex.html>

Kelvin: <https://s3-ap-southeast-2.amazonaws.com/s3717846/My+Profile/index.html>

<https://github.com/s3717846/5A/invitations>

**Note:** I’m only highlighting the stuff I’ve put up on our website, so please don’t highlight your own work.

**Team Profile**

Everyone does their own paragraph of themselves on the personal information section.

Our personality results shows that everyone in the group except Thanh is an introvert, suggesting that Thanh will be our core member of the group, and hence the leader of the group. Similarly, Bryan’s results have shown him to have traits befitting to also be a leader, while as the remaining group members state that their personality results shows that they should be able to work well as a group member, despite being introverts.

In contrast, our learning styles have shown to vary amongst the group. We have Reinhart, Bryan and Thanh as visual learners, while Kelvin is a tactile learner with Joseph as an auditory learner. This should be the indicator as to who should work on what sections for the best results.

And lastly, many of our results as a whole shows us as empathetic people, suggesting that we should be able to work together as a group, and others should be able to cover the other’s weaknesses.

Our ideal jobs seem to vary as well, which should be as expected, although not as varied.

Bryan’s ideal job is a Senior Information Security Manager, whose role is to protect the companies data whilst abiding to the cyber security laws, and accomplishes this by working with an IT team or 3rd party clients.

Thanh’s ideal job is electrical engineering, which also happens to be Kelvin’s line of interest. An electrical engineer creates and fixes electrical equipment/gadgets. They mostly focus on the physical aspect, but they could also delve into programming and fix things internally as well.

On the other hand, Reinhart, Joseph, and Kelvin have similar ideal jobs. That being software engineering; working with other people to create and develop softwares.

Obviously, one of the similarities between all our ideal jobs is the fact that they all revolve around IT. And as IT jobs, despite being different jobs, many of these jobs require similar skills and many, if not all, of these workers have the same knowledge in the same fields, just that they specialize in the area focusing around their jobs. An example would be Bryan being much more knowledgeable in the security side of things than the rest of us. All of our jobs require us to work together with other people if we want to be successful. The only difference between our jobs would be what each one of us would be primarily doing; in our case, Bryan focusing on security, Thanh will mainly be hands-on work, and the rest of us would be developing softwares.

**Personal profile**

**thanh:**

My name is Thanh but I introduce myself as Tom so people don’t have a hard time pronouncing my name. My student number is s3632007 and this is my second year in RMIT enrolled in Bachelor of Engineering. I am from Vietnam, specifically in Ho Chi Minh city. After finishing year 12 in Vietnam, I decided to study higher education in RMIT Australia. My favorite thing to do as a hobby is playing video games, watching movie and eating good food. My interest in IT started when I first got my hands on the computer when I was 4 and then I played my first video game. After that experience, I became hooked with how a computer works and how many things you can do from a computer. Later on in high school I got my first experience with IT which is my first programming language C#. After that experience with the subject, even though It was rough, I became more fascinated with computer and started to learn more about it by enroll in bachelor of engineering in RMIT (computer and networking), which makes my knowledge evolve further into IT as well as hands on hardware stuff.

Reinhart:

My name is Reinhart Weismann. My student number is s3554517 and this is my second year at RMIT. I am enrolled in Bachelor of Computer Science. I come from the city of Jakarta which is the capital city of Indonesia. After finishing year 10, I moved to Australia to further my education. I wanted to stay in Indonesia until year 12 but my parents persuaded me to go because it saves time. My hobbies include drawing, watching tv series and playing video games. I always had an interest on how things work IT or things in general. What sparked my interest in IT was that I have many devices back then such as my phone, laptop and ps2, and I was very curious on how things work inside. I had no experience of any programming whatsoever until I moved to Australia and went to RMIT foundation. I chose RMIT because it specialises in IT. I first programmed in C++. After a rather pleasant experience, I became more fascinated and wanted to learn more about it, hence I enrolled in Bachelor of Computer Science. Now I know how to program in C, Java and html now.

**Tools**

Completed I think.

**Industry Data**

The titles of the ideal jobs are basically software programmer and engineer. The demand for software programmers is large at present, because there are always coding jobs to do.

There are several skills within the required skill set, and they can be divided into IT-specific skills and general skills. For the IT-specific skills, the occupations generally requires the ability of programming languages such as HTML, JavaScript. For the general skills, on the other hand, one could be required to be good at solving problems, some of which could be caused by the disadvantages of the product, the codes more specifically, and could also be caused by the incorrect and improper use by the users. Therefore, he could be also asked to be a good listener in order to understand the requirements from customers of all walks of the society.

Furthermore, as a programmer, he is supposed to be creative and he would not be limited by reality and technology, which for example, even Bill Gates did not predict how the personal computers would be twenty years ago. Also, it could be possible to produce more functionalized and demanded programs and products only when the programmers are more creative. The IT-specific skills are ranked according to the demand of the employers, and the more functional skills like master of the JavaScript are more needed than less functional skills such as C++. As for the general skills, it could firstly be the ability to solve problems, and then perhaps the ability to predict.

Even after looking at the Burning Glass data, my ideal job still hasn’t changed. After all, an ideal job isn’t based on just ‘how often employers are looking for this’ or ‘how much money you will make off of this’, and is mainly based on how much you’d think you’d enjoy the job. (Kelvin)

My ideal job will not change because for one, problem solving is still the second highest in demand which is my ideal job and two, i dislike the communication section of IT since i feel that there is more memorisation involved. (Reinhart)

**IT Work (Kelvin and Bryan)**

Sources:

<http://engineeringschools.com/resources/an-interview-with-dan-brockmann-it-professional-electrical-engineering-technology-student>

<http://computerschools.com/resources/an-interview-with-mr-shawn-conaway-network-professional-systems-analyst>

<http://www.rasmussen.edu/degrees/technology/blog/what-does-a-network-administrator-do/>

<https://www.truity.com/career-profile/computer-systems-analyst>

> Dan Brockmann

Dan Brockmann is the network administrator for the Kane County (Illinois) Recorders Office, and has also received Microsoft certifications such as the Microsoft Certified Systems Administrator 2003 certification. As a network administrator, Brockmann needs to ensure that Kane County Recorders Office’s computer network is functioning properly, and accomplishes this by working with other IT professionals.   
Brockmann spends most of his time at his workplace, much like any other network administrators, and what he found to be challenging was working on his own projects; he can’t seem to find a time to work on it as he is busy helping (with) other people.

> Shawn Conaway

Shawn Conaway works at Kohl’s Department Stores as a systems analyst and also holds a Microsoft certification; the Microsoft Certified Systems Engineer certification. As a system analyst, he manages computer networks; which include maintaining servers and monitoring performances. He also works with other IT professionals, such as helping/assisting the staff members or consulting with managers, and occasionally deals with customers.  
System analysts tend to work full-time, similarly, Conaway spends most of his time at his workplace. What he found to be a challenge is keeping up with changing technology, since companies don’t use just a single operating system.

**IT Technologies (Tom and Rein and Joseph)**

Cybersecurity, blockchain/rein

Autonomous vehicles  
Autonomous vehicle is a kind of highly intelligent robots that can drive cars without human driver, which depends on cameras, radars , GPS and computers. More specifically speaking, one autonomous vehicle knows what is happening on road around it by cameras and monitors set all around the vehicle, which stand instead of eyes of human drivers, and maps downloaded in computers and the GPS to plan and guide the route. And the computer, its job is to basically judge and decide what to do next, the autonomous vehicle contains several kinds of technologies, for example, the AI technology and the automatic control. The autonomous vehicle is now immature, for the system and technologies still can be developed, and for this moment, the autonomous vehicle only can drive safely on laboratory environment, which means in real usage, there might be some undiscovered problem. However the scientists did make some achievements. In China, experts from National University of Defense Technology tested their product in Jul. 2011, a 286 kilometers testament from Changsha to Wuhan. In United States, the prototype has made more achievements. In next few years, it is not like to see the autonomous vehicle become practical. This is because that some key algorithms seems to be unsolved, and those algorithms could affect the future of autonomous vehicles.   
  
The autonomous vehicles can make a significant impact once it is applicable, for national security terms, the transportation troops are likely to use this product to replace the well-trained drivers, therefore they will be trained as combat personals instead of logistics personals. Furthermore, the AI technology and other technologies could also be used on other products like cruiser missiles, to make it hit targets more accurately. For public usage, public transportations like bus, trams, undergrounds and taxis may change to autonomous driving, and private vehicles could be more safely, there might be fewer traffic accidents. But of course, there might be less human drivers, just like the steamers replaced workers, machines replacing labors, drivers now will lose their jobs. And relatively the drivers’ schools are about to close.   
  
For my daily life, the autonomous vehicles and other intelligent products will make my life more comfortable and much easier, I will worry about fewer things and focus on my job that machines cannot do.

**Cybersecurity**

Cybersecurity came to be developed when Robert Morris created the first computer worm in 1989 which caused the first Denial-of-Service(DoS) attack. This ultimately led to the development of the cybersecurity industry (Julian 2014). Organisations now are using state of the art security tools such as Data Loss Prevention (DLP), tools used to make sure that sensitive data is not lost (Zhang 2015), misused or accessed by unauthorized users and Security Information and Event Management (SIEM), a software that provides insight into the activities in their IT environment as well as a track record of the activities done there (Pratt 2017), in order to reduce the risk of data breach. In particular, SIEM generates a large amount of data making it difficult to spot information that requires immediate attention (Fimin 2017). In the case of when criminals already breached the system, Next Generation Breach Detection is used. This method focuses on the situation after the system is infiltrated and uses behavioural analytics such as the UEBA which is explained more below to identify the breadcrumbs that the attackers leave behind (Cyber Degrees 2018).

Nowadays, organisations are starting to adopt technologies such as the User and Entity Behaviour Analytics (UEBA), a type of software that takes note of the normal conduct of users and will detect any anomalous behaviour. It is also known as Context-Aware Behavioural Analysis, this enables organisations to have better control over their IT infrastructures and better understanding of their weak points which helps them to fix holes in their security before any data breach happens (Aldorisio 2018). As mentioned above, this is used in the process of Next Generation Breach Detection.

In late 2017, Gartner, the creator of UEBA, proposed a new approach which is based on a continuing process of review, adjustment and assessment. It is known as Continuous Risk and Trust Assessment (CARTA), it is an adaptable approach to security that will help organisations overcome a barrier between security and application teams. With this approach, firewalls will be less used and security teams to incorporate multiple security testing points into DevOps. This trend is known as DevSecOps. At an application’s development stage, teams will identify the threats that will face the organisation and eliminate them before the application is released. CARTA relies heavily on data analytics. This is where UEBA comes in and make anomaly detection faster and easier hence organisations will spend fewer resources to handle security breaches. If criminals still managed to get through, the Next Generation Breach Detection method will be sufficient in taking care of it.

Gartner predicts that by 2020 there will be approximately 20 billion Internet-of-Things (IoT), (interconnection of devices via the internet) electric devices connected. In 2016, there was an attack targeted at internet recording devices called Mirai botnet attack and it resulted in a severe DDoS attack and still the biggest one to date (Persaid 2017). More people, especially young ones who buy electronic devices, will adopt IoT so more cyber security will be needed in the future.

A potential answer is having blockchain systems to improve IoT devices’ security. It is a computer database that stores transaction recordings in many different places at once, it is very much like a public bulletin board in which people could post transaction notices. Each of these posts must be accompanied by a digital signature and could not be altered or deleted. It would be much better for device creators to use this type of software instead of manually trying to identify and fix devices with flaws and errors before they cause any problems. This would create potential job replacements as the software will do most of the work but its usefulness outweighs this problem.

How this works is that companies would have to program their devices to check in with a blockchain system periodically to check if there was any new software. Then they would upload their updates securely as they developed them. Each of those devices will give a strong cryptographic identity to ensure that the manufacturers are communicating with the correct device. As a result, both the manufacturers and the customers will know the device would efficiently keep its security up to date. These types of systems would have to be easy to program into small devices with limited processing power and memory space since attackers could attack small internet devices such as light bulbs, doorbells and even packages shipped by the United Parcel Service (UPS). They also need standard ways to authenticate and communicate updates to inform official messages from the efforts of the hackers. As of right now, existing blockchains such as Bitcoin SPV and Etherium Light Client Protocol, look quite promising. In the future, blockchain innovators will surely continue to find more efficient ways and make it more feasible for billions of IoT electronic devices to automatically check and update their security periodically (Kshetri 2018).

This could affect our daily lives as the majority of people on Earth owns a phone and a laptop that they use daily, as well as other devices such as an iPad or a TV. Although it is not that worrying, because the breach that Reinhart has experienced is due to social engineering where he had his phone number given away by his service provider. This applies to all our family members, although the ‘level of danger’ they will have depends on how often (or at all) they use technology devices.
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**Blockchain and cryptocurrencies**

Blockchain is a database that is validated by a wide community instead of a central authority. It is collections of records that a large number of people oversee and maintain rather than have banks and governments that most likely host data on a particular server. Each of the “blocks” represent a number of transactional records and the “chain” component links all of them together with a hash function. As records are created, they are confirmed by network distribution of computers and paired up with the previous entry in the chain, thereby creating a blockchain. The development of blockchain came in 2009 from Satoshi Nakamoto, it was developed to allow a method of conducting transactions while protecting them from interference by the use of the blockchain and having a safe digital currency that was not controlled by any one individual or organisation. Blockchain can be used as a method of cybersecurity as mentioned above but it is more commonly associated with Bitcoin and other cryptocurrencies. The current state of the art blockchain system is actually cryptocurrency systems like Bitcoin, Litecoin and Ethereum as mentioned briefly in the cybersecurity article, more so Etherium and Litecoin because Bitcoin has run into problems in recent months. As the number of Bitcoin transactions keeps increasing, creating a block at a relatively slow speed of 10 minutes means that I can take quite a while to confirm all of the transactions and backlogs may occur. With other alt-coins such as Litecoin and Ethereum, they are quite different. With Litcoin, it is about 2 and a half minutes while with Ethereum, the block time is just 10-20 seconds, so the confirmations generally will happen far faster.

There are definitely issues that could be done better in the future. There is this problematic escalation of power that is demanded of a large blockchain network, which Bitcoin is partly to blame for. A large computing power is required for verifying transactions. Transaction speed is also an issue as noted above, the networks must confirm them and that will take much time. At its worse, Bitcoin’s average transaction time can go up to about or maybe even exceed 41 hours. Ethereum is definitely more efficient than Bitcoin. Its average time is about 15 seconds, but it would still take a very long time since a very large amount of people are using them. Even taken on its own or using it for other purposes other than cryptocurrency, it could lead into similar problems. It will be frustrating to wait for 15 seconds every time a database entry is changed. These issues will need to be resolved as blockchain or more accurately, cryptocurrency, becomes more popular overtime.

Finance in the future could potentially be dominated by blockchain. It is a traceable global currency and complete with an efficient infrastructure, it will result in a massive cost reduction for all of the market participants and could change global banking, there are also many possibilities with blockchain being used for things other than finance. In the future, blockchain will most likely be adopted by central banks and currencies that are cryptographically secured will become widely used, banks could also pay suppliers instantly over the internet with the help of blockchain. Blockchain started off as a way to have banks and governments not having any control but the potential for digital currency is there and that is why banks have started to look into cryptocurrency or blockchain could potentially replace central banks. Ethereum in nature is much more general purpose compared to Bitcoin so it could be useful to banks. Not all banks are eager to adopt this new change. Deutsche bank’s economist for example, sees blockchain as a threat because of IT infratstructure being lacking to support the technology involved, as discussed before blockchain still has ways to go. Another change is that Nasdaq will launch blockchain-enabled digital ledger technology that will be used to enhance and expand the capabilities of equity management offered by its Nasdaq Private Market platform. Blockchain technology will also enable the settlement of currency, equity and fixed income transactions almost instantaneously through permissioned distributed ledgers and this will create a very significant opportunity for banks to be efficient and can potentially create some new asset classes. Blockchain can also be used for better control. New blockchain technologies have potential to decrease cyber risks by offering an identity authentication through a visible ledger. Small companies can use blockchain to create a trusted platform for trading among themselves.

The people that are going to be affected will be everyone that is involved in finance in some way because blockchain is a community type of technology as it is not controlled by any single entity. It is already evident with the cryptocurrency trend going on right now, blockchain technology will become more popular. This goes both ways as seen by the big Bitcoin crash happened back in January could potentially drive developers away from blockchain technology. When the government proposed a bill to ban cryptocurrency trading through its exchanges in the country, the global market of cryptocurrency took a nosedive. I doubt this will replace or make jobs redundant because blockchain only helps in making the current system more efficient like easier transactions.

It is already affecting our daily lives because almost everyone is in cryptocurrency right now, transactions will also be easier in the future because of blockchain. It might be different to us because cryptocurrency could be a main source of currency transaction so we could all be starting to use them. It will also affect our family and friends. Reinhart’s friends and family for example are dabbling in cryptocurrency right now.

<https://www.digitaltrends.com/computing/what-is-a-blockchain/>

<https://medium.com/@simonpolrot/blockchain-state-of-the-art-and-prospective-4777e329df14>

<https://www.shapingtomorrow.com/home/alert/665529-Future-of--Blockchain>

<https://www.businessinsider.com.au/cryptocurrency-traders-in-korea-react-to-bitcoin-bloodbath-2018-1?r=US&IR=T>

**Machine learning**

In recent years, Artificial Intelligence, or to be more specific Machine Learning is recently being developed day by day by the top technology incorporations like Google with their AlphaGo ( The first computer program Go player that beats the best Go player) and Google assistant , Tesla with their self-driving cars or OpenAI ( a computer program Dota 2 player that beats the best Dota 2 player),etc.

According to IBM, “machine learning is a field of study that gives computers the ability to learn without being explicitly programmed.” For example, OpenAI is a bot developed by a team of engineer in Tesla that plays Dota 2 in a 1v1( one player versus one player) matchup. The bot uses a self-play, self-learning pattern with a well-defined goal under standard tournament rules. The bot has it first few play test games, it can barely understand the human mechanics and failed for a long period of time, but due to its machine learning form and a well develop system from the engineers of Tesla, it can, in a way, imitate human’s behavior in the game a gradually complete itself through many mistakes, and currently it’s known to defeated best players in the world like Dendi or Sumail. Even though every now and then, there are people that were able to find a way to defeat the bot, but due to its self-learning nature, it can only be better after each loss.

Another example of Machine Learning that we always use in our daily lives is Siri by Apple. Siri has always been around from the release of iphone 4s, ever since then, artificial assistant began to be focused and developed by many big corporations like Amazon (Amazon Echo), Google (Google assistant) due to its many potentials. Siri works by translates our command into codes and then breaks it down into algorithm, then finally determines what it means to send the answers back as a sentence form to the users. Siri can access everything in our phone so it can tell exactly what is happening inside and even control it with our commands. It is known that Apple record every single answered and even un-answered requests from the users to gradually improve the system as well as make it more and more viable in everyday situations.

Furthermore, a new subfield of machine learning has been created, “inspired by the Structure and function of the brain called artificial neural networks.” What is used to believe as impossible to create, Deep Learning simulate how the brain works and make learning algorithms much better and easier to use. According to Andrew Ng ( Founded Google Brain), Deep Learn is the best shot at the next big step of Machine Learning due to its ability to increase the performance as the more data we provide to the system.

**Image address(put this image in):**<https://3qeqpr26caki16dnhd19sv6by6v-wpengine.netdna-ssl.com/wp-content/uploads/2016/08/Why-Deep-Learning-1024x742.png>

The future of human kind’s technology is going to be greatly affect by Machine Learning as predicted by many Scientist. For example, with the Development of Self Driving Cars, people won’t have to manually drive the vehicles. Companies like Tesla, Ford, Volvo and many more are having their next step of improving a car by make it drive itself. Thanks to machine learning cars can Identify street signs to moderate the speed of the car or even using the right lane to drive on. Further more, these self driving cars can even predict an accident better than a normal human’s eyes, there are many occasions that people are saved by the system as it stopped the engine or even calculate the best route to evade the potential accident.

In the future, humans may having a fully functional artificial assistant houses as the artificial assistant has improved over the year. Products like the Amazon echo or Google assistant can already control the lights of the house, play any songs by command, set a reminder as requested and even controls the house AC for optimal temperature. Sooner or later, people can having the own “Jarvis” like in the movie Iron man, which assists them with daily objectives as soon as they wake up until they sleep. The future of an automated home has never been closer in this state of technology.

As for the people, there are certainly will be some certain groups of jobs might be affect of this next big move of technology. Our prediction is taxi drivers might be affect as auto driving cars improvement over the year, companies might never have to hire anyone to drive the vehicles and there will be one more extra seat for the customer. On the other hand, Mechanical jobs or even computer programmers will be heavily need if these technologies continue to improve. Advertisement company might be affected by this because of machine learning, companies like amazon or google can understand what the users want and then suggest them what they need. Even now with Amazon prime, delivering jobs might be irrelevant in the future due to their drone delivering system or combine with self driving cars, delivery trucks might never need a driver.

Nowadays we are surrounded by autonomous machines, systems that work on its own without human’s control, Professionals in the field believe that with this progress we are making, things might get out of hand and trigger one the world’s first Machine dominance Apocalypse as Elon Musk said. He believes that we must limit that progression of AI to eliminate the chances of this happening. According the Elon, if an A.I so developed to a point that to achieve its goals, humanity won’t get it its way.

As for us, there will be many aspects that this will change the way we live or even how our future will be. As a human, we will have many changes in our lives, for example, self driving cars, Smart houses, self-learning groceries buying machines, etc. As students, this might change how we will be doing as a job after school as many jobs might even be irrelevant and many technological job reign supreme. In conclusion, Machine learning and the future of humankind are changing as we speak, and in order to evolve to a better state of technology improvement, we must learn and adapt new changes to our daily lives.
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**Project Ideas**

The Project idea we have decided to choose is based on Thanh’s project idea since we think it is most practical out of all the ideas we have come up with. Basically our project is going to be a trashcan locator app where the user can locate the nearest public trash cans by using the smartphone. Sounds simple and sometimes it’s very easy to find a bin in a public place, however , imagine going to a different country and sometimes public signs are in another language and also extremely confusing to understand. Lastly, since we have an app for everything now, why not a rubbish bin locator?

The app can be understand as working like a google maps app, locate the user, shows the map, then mark every hotspot for the user to see, but instead of restaurant and train stations, this app locate trash cans. Also the users can contribute by send the app new trash can with the prize of a coupon ( after the help of verification by us as well as other users). After the new trash can is approved it will appear on our app.

We think this project might be possible because it’s original, never before seen and can also be combined with today’s apps like google maps. The rewarding system help us locate more trash cans so people can easily put out the trash they want to, especially when they are in a foreign country. This apps is inspired by apps like google maps, Pokemon Go and even RMIT provided app Lost On Campus for new student to the university.

**Feedback**

Both a group work and individual work, need someone else to check this.

Just checked, all we need to do is complete this [https://rmit.sparkplus.com.au](https://protect-au.mimecast.com/s/x_rKCoVzD7c5yr7wCzYYZI?domain=rmit.sparkplus.com.au). Better if we do this last though.

And get your password by pressing on the ‘forgotten password’ button, btw.

**Group Reflection**

Group work and individual work. Write your own paragraph on how well the group went, around 200 words. Group as a whole should have around 400 words.

Rein:

The group went really well, everyone did all the work that they are assigned with and good quality. Communication could be improved a bit since 4 of us are introverts, people usually do not talk to each other unless when it is very necessary. Kelvin organised the workload surprisingly well I think each of us know what we are supposed to do largely because of him. Groups are great because you have people that can help you both in workload and concepts that you are confused about, they are an instant message away. Our github log of activity was a disaster because we all think that it is not useful for this assignment. Google docs and Google drive are more fitting for this report style assignment. Github is better used for programming in groups as I have experience with it.

Thanh:

After 3 weeks of this group project, I’ve learned that online tools such as google drive, google docs, whatsapp and github( not in this specific assignment), really make tasks easier without having to meet up with anyone in the group. Our team’s communication went well, we splitted our works equally and finished it at the right time. Although I think we might need to improve in our own content of this project, I still think we did a pretty good job. One thing that surprised me was how easy this assignment is if we assign it to the right person.